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1. Identify

2. Protect

3. Detect

4. Respond

5. Recover

Asset Management
Business Enviroment
Governance
Risk Assessment
Risk Management Strategy
Supply Chain Risk Management

Identity Management & Access Controls
Awareness & Training
Data Security
Information Protection Processes & Procedures
Maintenance
Protective Technology

Anomalies & Events
Continuous Security Monitoring
Detection Processes

Response Planning
Communications
Analysis
Mitigation

Recovery Planning
Improvements
Communications

Cyber Security
Framework


