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Introduction

In an increasingly digital world, the protection of personal data has become a 

paramount concern. With the rise of data breaches and privacy violations, 

governments around the world are enacting legislation to safeguard individuals' 

information. In Nigeria, data protection is a constitutional right derived from Section 

37 of the Constitution of the Federal Republic of Nigeria 1999 (as amended). The 

Nigeria Data Protection Regulation (NDPR) 2019 serves as a crucial framework for 

data privacy and protection. This article explores the key provisions of the NDPR and 

highlights the importance of compliance and best practices for businesses operating 

in Nigeria.

Understanding the Nigeria Data Protection Regulation (NDPR)

The NDPR, established by the National Information Technology Development Agency 

(NITDA), is Nigeria's comprehensive data protection legislation. It aims to regulate 

the collection, storage, processing, and use of personal data within Nigeria. The 

regulation aligns with global privacy standards while addressing Nigeria's unique 

context and data protection challenges.



Key Provisions and Compliance Obligations

Data Protection Principles: The NDPR outlines seven key data protection principles, including lawful and fair processing, 

purpose limitation, data minimization, accuracy, storage limitation, security, and accountability. Businesses must ensure 

compliance with these principles when handling personal data.

Data Controllers and Processors: The NDPR defines the roles and responsibilities of data controllers (entities that determine 

data processing purposes) and data processors (entities that process data on behalf of controllers). Both controllers and 

processors have specific obligations, including obtaining consent, implementing security measures, and conducting data 

protection impact assessments.

Cross-Border Data Transfers: The NDPR sets guidelines for transferring personal data outside of Nigeria, emphasizing the 

need for adequate safeguards and obtaining individuals' consent. Businesses must assess the data protection laws of the 

receiving country to ensure an adequate level of protection.

Data Breach Notification: The NDPR requires prompt notification of data breaches to both the NITDA and affected 

individuals. Businesses must have robust incident response plans in place to promptly detect, contain, and mitigate breaches.



Best Practices for Data Protection Compliance

Privacy Policy and Consent: Businesses should develop and maintain a clear and accessible privacy policy that outlines their data 
handling practices. They must obtain informed consent from individuals before collecting and processing their personal data.

Security Measures: Implementing appropriate technical and organizational security measures is crucial to protect personal data 
from unauthorized access, disclosure, alteration, or destruction. This includes encryption, access controls, regular system updates, 
and staff training.

Data Subject Rights: Businesses should establish procedures to facilitate the rights of individuals, including the right to access, 
rectification, erasure, restriction of processing, and objection to processing. Responding to data subject requests in a timely and 
transparent manner is essential.

Staff Training and Awareness: Educating employees about data protection practices, the NDPR requirements, and the importance 
of maintaining confidentiality and privacy is essential to ensure compliance throughout the organization.

Consequences of Non-Compliance 

Non-compliance with the Nigeria Data Protection Regulation (NDPR) 2019 can lead to the dire consequences including:

Fines: Organizations that do not adhere to data privacy requirements in Nigeria or comply with applicable regulations may have to 
pay 2% of their annual turnover or NGN 10 Million, whichever is higher.

Sanctions: The NITDA may also impose sanctions on organizations that fail to comply with the NDPR. The NITDA can revoke the 
organization’s license or impose a temporary or permanent ban impacting the operations of the defaulting organization.

Reputational Damage: Non-compliance with personal data protection laws such as NDPR can lead to reputational damage. This 
can lead to significant loss to brand value and stakeholder trust.  



Conclusion

The Nigeria Data Protection Regulation (NDPR) 2019 
serves as a vital instrument for safeguarding personal data 
in Nigeria. By understanding the key provisions and 
complying with the NDPR's requirements, businesses can 
enhance data privacy, protect individuals' rights, and build 
trust with their customers. Embracing best practices and 
fostering a privacy-conscious culture will enable 
organizations to navigate the data privacy landscape 
effectively while contributing to a safer digital 
environment in Nigeria.


