
Privacy Policy 
One Planet (“us”, “we”, or “our”) operates the https://www.one-planet.se/one-page-
express-pro-synergy-audit/synergy-audit-network/#page-content network and in 
this context the network list as part of the EU-funded project “Synergy Audit”. 

This page informs you of our policies regarding the collection, use, and disclosure of 
personal data when you use our Service and the choices you have associated with 
that data. 

Effective date:  August 31st , 2022 
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1. About One Planet 

One Planet is a Sweden-based, non-profit, non-governmental organisation. 
We collaborate with organisations from a local to global context, which 
involve public, private and non-governmental bodies, with focus on finding 
and implementing already existing methods in service for environment, 
climate and health. Our aim is to be of help in the transition toward an 
environmentally sustainable society, in service of the living species of planet 
Earth. 

2. Our Privacy Commitment 

One Planet complies with all applicable privacy laws in each European Union 
(EU) country, including the EU’s General Data Protection Regulation (“GDPR”). 
We strictly abide by Regulation (EU) 2016/679 and repealing Directive 
95/46/EC on the protection of natural persons with regard to the processing 
of “Personal Data” and on the free movement of such data. This Privacy 
Policy (hereinafter referred to as the “Privacy Policy”) governs the way we 
collect and process personal data. 
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“Personal Data” is defined by GDPR as any information relating to an 
identifiable natural person who can be identified, directly or indirectly, in 
particular by reference to an identifier such as a name, an identification 
number, location data, an online identifier or to one or more factors specific to 
the physical, physiological, genetic, mental, economic, cultural or social 
identity of that natural person. 

“Sensitive Personal Data” refers to personal data revealing racial or ethnic 
origin, political opinions, religious or philosophical beliefs, trade union 
membership, the processing of genetic data, biometric data for the purpose 
of uniquely identifying a natural person, data concerning health or data 
concerning a natural person’s sex life or sexual orientation (referred to as 
“Special Categories of Data” in the EU General Data Protection Regulation). 

By engaging in a One Planet project, study or any other engagement you 
express your free, specific, informed and unambiguous consent that you 
agree to the processing of your personal data pursuant to this Privacy Policy 
and that you have been duly acquainted with, and informed about, the 
processing of your personal data. 

1. What Data We Collect and Process 

As part of the projects, studies, and other engagements which are part 
of One Planet’s normal activity, we will process information you share 
with us. This may include: 

1.    Directly identifying data, like your full name, personal email address   
       that by itself, or in combination with other readily available data, could  
       identify you, or another member of your household, in strict agreement  
       with  your previously given consent about it 

2.   Demographic data such as occupation, , in strict agreement  
       with  your previously given consent about it  

3.   Voluntarily provided or disclosed Sensitive Information. “Sensitive   
        Personal Data” means personal identifying information that discloses  
        or reveals racial or ethnic origin, political opinions, religious or  
        philosophical beliefs, trade union membership, the processing of  
        genetic data, biometric data for the purpose of uniquely identifying a  
        natural person, data concerning health or data concerning a natural  
        person’s sex life or sexual orientation, , in strict agreement with  your  
        previously given consent about it 

3. How We Use Data 

We use the data we collect for the purpose of fulfilling our contractual 
obligations as to the execution of a particular project, research study or other 
engagement. We assure you that we adhere to these principles: 



1. We may use your data to contact you by the means you provide us for 
this purpose. When we contact you – by email, dependant on that this 
is the data you provide to us – we usually do so to respond to your 
inquiries, validate or clarify your response or send you information 
regarding your participation. 
 

4. Use of Cookies and Other Digital Technologies 

We receive and store certain types of information automatically when you 
use our websites, applications and digital services: 

1. Technologies like cookies and web beacons may be used on some of 
our website pages. We use these technologies to manage our projects 
more efficiently, enhance your experience as a participant, to facilitate 
navigation, to display information more effectively, for security 
purposes as well as for site administration purposes. Please be aware 
that you can adjust the settings in your computer’s browser to reject 
cookies or delete individual or all cookies on your computer by 
following the browser help file directions. 
 

5. Accessing Your Personal Information and Your Rights 

Participation in our projects/studies is always voluntary and you may 
withdraw at any time. If you withdraw from a project, we will not continue 
processing the data we collected during the time you were a participant. By 
contacting us at forplanettellus@gmail.com you may choose to exercise any of 
your privacy rights listed here: 

1. The right to obtain information about your personal data without undue 
delay, including the purpose of the processing, what kinds of personal 
data are being processed and who are the recipients of such data 

2. The right to request access to your personal data (including 
confirmation as to whether or not personal data concerning you are or 
are not being processed) 

3. The right to request data rectification/correction, erasure or restriction 
of processing if you establish or believe that the collected data is 
inaccurate 

4. The right to request that certain data about you be erased 
5. The right to propose other restrictions on the processing of data about 

you, and 
6. The right of data portability (“take back”) for data you have provided 

Furthermore, if you believe that One Planet has not complied with the Privacy 
laws or the terms of this Policy, you have the right to file a complaint with the 
relevant supervisory authority (click here for details). 

6. About Minors (Children) 
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For our projects and research studies, we never knowingly collect data 
directly from minor children (under age 18). If a specific project is about 
children, they may participate only after we obtain the explicit consent of a 
parent or guardian. Once data collection about them has been authorized by a 
parent or guardian, all of the provisions of this notice apply to data about 
children of any age (up to the age of 18). 

7. Sharing Personal Information Outside the European Union 

To conduct its operations, One Planet may transfer Personal Data to third-
party suppliers or partners that operate in other countries outside the EU 
solely by the content in the Network list which is open for a global audience. 
Some of these countries have a different data protection regime, which may 
provide a lower level of protection than is found in Sweden or the EU. To 
ensure that a similar level of data protection is implemented in countries 
outside the EU, One Planet solely operate by help of the general Data 
Protection Regulation by the EU toward anyone on global level.  

8. Data Security and Retention 

We will retain your data for as long as needed in regard to sharing of the 
network list of Synergy Audit on the webpage www.one-planet.se for the 
purposes described in this Notice and in accordance with applicable law, and 
in line with your full consent in sharing it before sharing it.  
All data will be permanently de-identified when we no longer need to identify 
you for audit, legal, fraud prevention or related purposes and/or when you no 
longer give your consent for sharing it strictly within the context of the 
network list.  

This Notice replaces any other statement, whether written or oral, made to you 
about our practices with respect to One Planet’s collection and use of personal 
data about you. 
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