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Scope 
All organisations are increasingly met by new regulations that 
challenge the current compliance processes and places higher 
demands on risk management. The EU General Data Protection 
Regulation, (GDPR) is essential for the cyber and IT risk profile and 
compliance work. These factors continue to impose new 
circumstances, control, accountability and transparency profiles of 
the companies. 

The network is made up of professionals in legal, compliance, risk 
management, auditing, IT and information security professionals. 
 

Purpose 
The GDPR network aims to create a forum for discussions on relevant 
GDPR topics at a high theoretical and practical level. Experts will 
illuminate issues related to GDPR, and allow for the exchange of 
experiences, help develop new knowledge and give you the 
opportunity to establish and build business relationships with people, 
who work extensively within the area. 
 

Theory meets practice 
The EUGDPR Institute by Copenhagen Compliance® together with 
The European Risk Policy Institute offers a network of GDPR 
specialists facilitated by local experts, who will set the agenda for 
professional content and provide an insight into significant trends and 
inspiring cases of impor tance for the future GDPR risk and 
compliance profile and function for participating network members.  
 
During the meetings, we will introduce the internationally recognised 
GDPR framework, and guide you to develop a customised framework 
which gives you a value-added method of determining and evaluating 
strategic focus areas supported by effective GDPR risk management. 
 
The goal is to sharpen your Data Protection and Data Privacy skills so 
that you are better equipped to assess risks priority areas, improve 
scrutiny, conduct efficient control and develop more manifest 
communication forms in your GDPR work. GDPR Officers from 
leading companies will share their experiences on how they have 
created synergy between GDPR and give you an insight into how it has 
impacted their businesses. 



How can GDPR Activities Improve your business 
performance 
Modern-day GDPR risk and compliance management are not about 
avoiding cyber disaster or staying out of trouble or even mitigating 
risks. Real risk management, is about how to utilise the GDPR 
intelligence as it relates to the digitisation activities, to ensure that the 
organisation is set up to achieve its integration and automation goals. 
At the network meetings, we will cover all aspects of the ongoing 
challenges to manage GDPR mandates while reducing compliance 
costs. 
 
Discussion subjects: 
At the network meetings, we will focus on the proper understanding of 
GDPR across the organisation. The questions will be trade or 
profession neutral and will address the issues that challenge or 
threaten the corporate GDPR objectives and strategy. 

We will focus on the detailed assessment, measurement and 
monitoring of GDPR. This integrated insight into the internal and 
external operating environment is a crucial enabler for better corporate 
decision making.  We will discuss how to achieve goals and deliver 
increased value to key stakeholders, in the form of reduced 
compliance and operating costs, or improved business performance. 

Our agenda will cover:

 Regular updates on the data protection and privacy regulation 

 Data and IT governance: the active monitoring and reporting of 
data management and cybersecurity

 Tone at the top: management/board’s responsibility in setting 
priorities for privacy risks

 Monitoring, Code of Conduct and Certification 

 Due diligence: the screening and training of third party and 
partners 

 Crisis management: the prevention of brand and reputation 
damage due to cyber attacks

 DPIA assessments: the implementation of the ISO/IEC 
29134:2017 and practicalities in identifying, measuring and 
controlling privacy and compliance risks

 GDPR disclosures and oversight reporting systems 



Benefits 
Networking will help to develop customised roadmaps and 
frameworks to define and create end-to-end processes around the 
GDPR needs to integrate and embed these into your operations and 
organisation including implementing security awareness programs 
with a GDPR governance operating model to perform regular gap 
analysis. 

Your membership for this network will grant you access to:
 The EU GRPR Toolkit with policies templates, standards and 

other reference materials
 Consulting with members on an individual basis or through the 

EU GDPR Institute networks on privacy matters
 Support from the EU GDPR Institute
 Communication to keep you updated about development in 

regulations, Danish privacy laws and other privacy standards
 Invitations to events and training opportunities at a discounted 

fee 

Network focus area and approach 
 Developing a GDPR program and methodology to provide a 

flexible and stable set of operating procedures, independent of 
the organisational structure of participating members 

 Workshops in between meetings, training and information on 
the software components to comply and address critical issues  

 Focus on the never-ending challenges of GDPR to support a 
successful business. Understanding and managing risk while 
ensuring compliance including the scope, design, installation 
and implementation of quality reviews 

 
Join the network and get inspiration and learn how to use GDPR as a 
lubricant to automate privacy, cybersecurity processes and a tool to 
implement the corporate digitisation. The guidance will provide an 
opportunity to correct past implementation mistakes, or continue the 
GDPR journey in a structured and organised manner. We will always 
address the critical issues, and provide you with planned application 
guidance beyond the 25th May 2018 deadline. 

Your profile 
The network welcomes leaders, who work with GDPR compliance, 
risk and governance at both a strategic and operational level. Get the 
most out of the GDPR relationships that we will build together.  
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