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More and more companies become ransomware victims. Don’t wait for your organisation to fall 
prey to cybercriminals. Bringing your network infrastructure back into operation and not being 
operational during these incidents will cost your business many unnecessary euros.

Two important points of attention can save you many headaches:

1. A solid back-up plan. Most companies do have a back-up, but it remains linked to their network. 
A ransomware will also encrypt this back-up, making it unusable. It takes a little more effort from 
your IT department, but a second daily back-up, physically disconnected from the network, limits 
the data loss to only 1 working day. make that investment...

Moreover, statistics show that in only 10% after a ransomware payment, a decryption by the cyber-
criminals actually follows. That way, you will loose your money twice.

2. Nevertheless, one weak link remains. The weakest still even!
Over 80% of all cyber incidents are atttributable to human error. Awaring your employees for the 
dangers in the digital world is what the online security of your business will make really safe.

Diforex cyber security awareness training reduces the risk to succesfull cyber attacks exponen-
tionally. Afther this training attendees will have a good idea of the potential dangers specific to your 
company. Which employee or service is most likely to be hit by clever cyber criminals. No specific 
prior knowledge is required to participate the cyber security awareness training.

Would you like more information about this course? Read more at: https://www.diforex.be/cy-
ber-security-awareness-training/

Sincerely,
Yoeri Vandaele - founder


