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**how - systems design*** (solution, break-down, systemization) of requirements (what) that may need iterations and mockups since it is only a hypothesis, that in turn gives new requirements
on the respective (sub-)subsystems, as well as general requirements regarding communication protocols, including authentication, authorization, etc., between the (sub-)subsystems 

Communication protocol testing (including cyber security)

Subsystem architecture

Sub-subsystem architecture

System architecture

Functional and non-functional
requirements

Separator between the 
different systems designs, as 
well as the requirement levels

Verification of (sub-)subsystem, 
system etc. (bottom-up)

*what – the requirements on the system or (sub-)subsystem. etc

Validation only of whole system

Verification of SW function

Common detailed
requirements for the 
communication protocol
including cyber security

Common high-level
requirements forthe
communication protocol, 
including cyber security
controls

How communicate Implementation

Function for communication

***Systems design is always a new hypothesis, the ’how’ for every level and part
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